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	PART  1: Comments


	
	Reviewer’s comment
Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.

	Author’s Feedback (Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)

	Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.

	By addressing ethical issues in data privacy, cybersecurity, and intellectual property rights, this paper significantly advances supply chain management (SCM). Its qualitative methodology, which combines case studies, literature reviews, and expert interviews, provides insightful information and useful best practices for handling ethical issues in international supply chains. The study's emphasis on moral culture and third-party hazards is pertinent and contemporary.

	

	Is the title of the article suitable?
(If not please suggest an alternative title)

	Though it could be shorter, the title is clear and pertinent.
Option Proposal: "Ethical Challenges in Cybersecurity, Data Privacy, and IP in Supply Chain Management
	

	Is the abstract of the article comprehensive? Do you suggest the addition (or deletion) of some points in this section? Please write your suggestions here.

	The abstract is clear and covers important topics and techniques. Provide context and relevance by briefly mentioning case study sectors (technology, pharmaceutical, automotive) and upcoming technologies (e.g., blockchain).

	

	Is the manuscript scientifically, correct? Please write here. 
	The manuscript uses a rigorous qualitative technique (literature review, case studies, interviews) and is based on sound science. Quantitative information, such as data breach expenses, would improve the body of evidence.

	

	Are the references sufficient and recent? If you have suggestions of additional references, please mention them in the review form.
-
	While some of the references are dated (e.g., 2018, 2019), others are pertinent. Incorporate up-to-date information (2023–2025) on cybersecurity legislation and trends (e.g., EU AI Act 2024, NIST 2023).

	

	
Is the language/English quality of the article suitable for scholarly communications?

	Although professional, there are some dense passages. For readability, standardise terminology (such as "cybersecurity") and divide lengthy passages into manageable subsections.

	

	Optional/General comments

	Quantitative data, a discussion of the latest innovations (like blockchain), and visual aids (such charts) would enhance this solid manuscript. For a wider effect, consider the opinions of those involved, such as customers.
The work has a solid approach, useful suggestions, and is relevant, well-structured, and scientifically sound.
Minor changes are necessary to address the dearth of quantitative data, the scant attention given to developing technologies, and the minor problems with intelligibility (such as dense parts and repetitive themes). Without necessitating a major reorganisation, these changes will improve the manuscript's impact and readability.
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	Are there ethical issues in this manuscript? 

	(If yes, Kindly please write down the ethical issues here in details)
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