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|  | Reviewer’s comment**Artificial Intelligence (AI) generated or assisted review comments are strictly prohibited during peer review.** | Author’s Feedback *(Please correct the manuscript and highlight that part in the manuscript. It is mandatory that authors should write his/her feedback here)* |
| **Please write a few sentences regarding the importance of this manuscript for the scientific community. A minimum of 3-4 sentences may be required for this part.** | **This manuscript addresses highly relevant and timely issues in supply chain management, particularly focusing on the ethical dimensions of cybersecurity, data privacy, and intellectual property rights. The research is significant for several reasons: First, it provides a comprehensive framework for understanding interconnected ethical challenges that organizations face in digitally transformed supply chains. Second, the study offers practical insights through cross-case analysis and expert interviews, making it valuable for both academic researchers and industry practitioners. Third, the emphasis on proactive risk management and ethical culture development contributes to the growing body of knowledge on sustainable and responsible supply chain practices. Finally, the holistic approach to addressing these challenges fills an important gap in current literature by examining how cybersecurity, data privacy, and IP rights intersect within supply chain contexts.** |  |
| **Is the title of the article suitable?****(If not please suggest an alternative title)** | **Yes, the title is suitable. The title accurately reflects the comprehensive nature of the study and clearly identifies the three main areas of focus: cybersecurity, data privacy, and intellectual property rights within supply chain management. The word "extensive" appropriately indicates the thorough analytical approach taken in the research.** |  |
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* **Briefly mention the industries covered in the case studies**
* **Add a statement about the geographic scope of the research**
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| **Is the manuscript scientifically, correct? Please write here.**  | **Yes, the manuscript is scientifically correct. The research methodology is sound, employing appropriate qualitative research methods including thematic analysis, cross-case studies, and expert interviews. The triangulation approach enhances validity and reliability. The literature review is comprehensive and current, citing relevant academic sources. The data analysis follows established qualitative research protocols with proper coding and theme development processes. The conclusions are well-supported by the evidence presented.** |  |
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* **Recent publications on supply chain resilience and risk management**
* **Literature on ethical decision-making frameworks in supply chain management**
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* Technical terminology is appropriately used and explained
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