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| Minor REVISION commentsIs the language/English quality of the article suitable for scholarly communications? | **Although the language quality is appropriate for academic communication, some minor edits are suggested to improve flow and clarity. Sentence structure changes will increase readability, and some technical words could be clarified for wider accessibility.** |  |
| Optional/General comments | **The manuscript represents a valuable contribution to the field, with strong practical implications for blockchain security. Including a discussion of future research directions or potential real-world implementations would further enhance its impact. In addition, a more explicit comparison with existing tools or frameworks could highlight its novelty and advantages.**  **The manuscript demonstrates significant potential but requires additional work to improve clarity and accessibility for readers. A more detailed description of the steps involved in generating and interpreting the graphs would greatly enhance its utility. Currently, the lack of such explanations may limit understanding, especially for readers less familiar with graph theory or blockchain security. Addressing these issues would significantly improve the manuscript’s overall quality and impact.** |  |
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